
 

Administration Settings
The administration settings described in this section are accessible from Administration > Business.

Account
The Account section shows the following:

 Microsoft 365 tenant ID

 Journal Address

 Business ID

 Quarantine Folder ID

 Support Subscription ID

License
The License section shows the following:

 License Type

 Seat Count

 Start Date (for standalone businesses that are not part of a Suite)

 End Date (for standalone businesses that are not part of a Suite)

Preferences
The Preferences section includes your Notification Email address, access to Audit Logs, your Google Analytics setting, 
and your business-level Cisco XDR integration authorization.

Notification Email
The notification email address is the address Secure Email Threat Defense sends notification emails to. For example, we 
may send notifications about updates to the system, new features, scheduled maintenance, and so on. This is initially set 
to the email address of your first user.

You can choose whether or not to send notifications for retrospective verdicts to your notification email address. An email 
will be sent when a retrospective verdict is applied to messages.
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Preferences
Audit Logs
Audit logs keep track of all security events, trace security incidents, and visualize their impact. You can export the audit 
logs for the last three months (separately for each month) in a CSV file. To download audit logs, select a date range from 
the drop-down and then click Download CSV. The CSV provides information on the event category, time and date, action 
performed, user email and IP, and event status and metadata.

Google Analytics
Google Analytics is initially enabled or disabled when you set up Secure Email Threat Defense and accept the Terms and 
Conditions. When enabled, Cisco collects non-personally-identifiable usage data, including but not limited to sender, 
recipient, subject, and URLs, and may share that data with Google Analytics. This data allows us to better understand 
the way Secure Email Threat Defense meets your needs.

Cisco XDR
Secure Email Threat Defense is integrated with Cisco XDR. XDR allows you to see Secure Email Threat Defense 
information alongside data from your other Cisco security products. For more information on this setting, see Cisco XDR, 
page 61. 
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