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Threat Grid Appliance
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Introduction

This document describes the procedure to complete the integration of the Advanced Malware
Protection (AMP) Virtual Private Cloud and the Threat Grid Appliance. The document provides as
well troubleshooting steps for issues related to the integration process.

Contributed by Armando Garcia, Cisco TAC Engineer.

Prerequisites
Requirements



Cisco recommends that you have knowledge of these topics:

- Work and operate AMP Virtual Private Cloud
- Work and operate Threat Grid Appliance

Components Used

The information in this document is based on these software and hardware versions:

- AMP Private Cloud 3.2.0
- Threat Grid Appliance 2.12.0.1

Note: The documentation is valid for Threat Grid appliances and AMP Private Cloud devices
in the appliance or virtual version.

The information in this document was created from the devices in a specific lab environment. All of the devices used
in this document started with a cleared (default) configuration. If your network is live, ensure that you understand
the potential impact of any command.

Background Information

Architecture of the Integration
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Basic information about the Integration

- The Threat Grid appliance analyzes samples submitted by the AMP Private Cloud device.

- Samples can be manually or automatically be submitted to the Threat Grid appliance.

- Automatic analysis is not enabled by default in the AMP Private Cloud device.

- The Threat Grid appliance provides to the AMP Private Cloud device a report and score from
the analysis of the sample.

- The Threat Grid appliance informs (poke) the AMP Private Cloud device about any sample



with a greater than or equal to 95 score.

- If the score from the analysis is greater than or equal to 95, the sample in the AMP database
is marked with a disposition of malicious.

- Retrospective detections are applied by the AMP Private Cloud to samples with a score
greater than or equal to 95.

Procedure

Step 1.Set up and configure the Threat Grid Appliance (no integration yet). Check for updates and
install, if necessary.

Step 2.Set up and configure the AMP for Endpoints Private Cloud (no integration yet).
Step 3. In the Threat Grid admin Ul, select the Configuration tab and choose SSL.

Step 4.Generate or upload a new SSL certificate for the Clean interface (PANDEM).

Regenerating SSL Certificates

A new self-signed certificate can be generated if the hostname of the clean interface does not
match the Subject Alternative Name (SAN) in the certificate currently installed in the appliance for
the clean interface. The appliance generates a new certificate for the interface, configuring the
current interface hostname in the SAN field of the self-signed certificate.

Step 4.1. From the Actions column select (...) and from the pop-up menu select Generate New
Certificate.

Step 4.2. In the Threat Grid Ul, select Operations, in the next screen select Activate and choose
Reconfigure.

Note: This generated certificate is self-signed.

Uploading SSL Certificates

If there is a certificate already created for the Threat Grid appliance clean interface, then this
certificate can be uploaded to the appliance.

Step 4.1. From the Actions column select (...) and from the pop-up menu select Upload New
Certificate.

Step 4.2. Copy the certificate and the corresponding private key in PEM format in the text boxes
that appear on the screen and select Add Certificate.

Step 4.3. In the Threat Grid Ul, select Operations, in the next screen select Activate and choose
Reconfigure.

Step 5. In the AMP Private Cloud device admin Ul, select Integrations and choose Threat Grid.



Step 6. In the Threat Grid Configuration Details, select Edit.

Step 7. In the Threat Grid Hostname enter the FQDN of the clean interface of the Threat Grid
appliance.

Step 8. In the Threat Grid SSL Certificate, add the certificate of the clean interface of the Threat
Grid appliance. (See notes below)

Certificate in the Threat Grid appliance clean interface is self-signed

Step 8.1. In the Threat Grid admin Ul, select the Configuration and choose SSL.

Step 8.2. From the Actions column select (...) and from the pop-up menu select Download
Certificate.

Step 8.3. Proceed to add the downloaded file to the AMP Virtual Private device in the Threat Grid
integration page.

Certificate in the Threat Grid appliance clean interface is signhed by a
corporate Certificate Authority (CA)

Step 8.1. Copy in a text file the certificate of the Threat Grid appliance clean interface and the
complete CA certificate chain.

NOte: The certificates in the text file must be in PEM format.

Example

If the complete certificate chain is: ROOT_CA certificate > Threat_Grid_Clean_Interface
certificate; then the text file needs to be created, as shown in the image.

If the complete certificate chain is: ROOT_CA certificate > Sub_CA Certificate >
Threat_Grid_Clean_Interface certificate; then the text file needs to be created, as shown in the
image.



Step 9. In Threat Grid APl Key enter the APl key from the Threat Grid user that will be linked to the uploaded
samples.

API

.'E".Pl KE'I}'I EFFEEFEREERETEA AR R TR E A TR TR ﬂ E'E

Disable APl Key@ | True m Unset |
Can Download Sample | True m Unset |

Content Via APl @

Note: In the account settings from the Threat Grid user confirm the Disable API Key
parameter is not set to True.

Step 10. After all changes are completed select Save.
Step 11. Apply a reconfiguration to the AMP Virtual Cloud device.

Step 12. From the AMP Private Cloud device admin Ul, select Integrations and choose Threat
Grid.

Step 13. From Details copy the values of the Disposition Update Service URL, the Disposition
Update Service user, and the Disposition Update Service password. This information is used in
Step 17.

Step 14. In the Threat Grid admin Ul, select Configuration and choose CA Certificates.



Step 15. Select Add Certificate and copy in PEM format the CA certificate that signed the AMP
Private Cloud Disposition Update Service certificate.

Note: If the CA certificate that signed the AMP Private Cloud Disposition Update certificate is
a Sub-CA, repeat the process until all the CAs in the chain are uploaded to CA Certificates.

Step 16. In the Threat Grid portal, select Administration and select Manage AMP Private Cloud
Integration.

Step 17. In the Disposition Update Syndication Service page enter the information collected in
Step 13.

- Service URL: FQDN of the Disposition Update Service of the AMP Private Cloud device.
- User: User from the Disposition Update Service of the AMP Private Cloud device.

- Password: Password for the Disposition Update Service of the AMP Private Cloud device.

At this point, if all steps were applied correctly, the integration must be working successfully.

Verification

These are the steps to confirm the Threat Grid appliance was integrated successfully.

Note: Only steps 1, 2, 3, and 4 are suitable to be applied in a production environment to
verify the integration. Step 5 is provided as information to learn more about the integration
and is not advised to be applied in a production environment.

Step 1. Select Test Connection in AMP Private Cloud Device Admin Ul > Integrations > Threat Grid, and confirm the
message Threat Grid Connection test successful! is received.

Threat Grid Configuration Details Edit
Hostname 1 Jcisco.com
API Key G serssssrssssssssnsssssnnss @&
[ mreat Grid SSL Certificate [ ]

Issuer subca_tga_clean

Subject | Jcisco.com

Validity 2020-11-24 00:00:00 UTC - 2021-11-23 23:59:59 UTC

tus - Integrations - Support -

& Threat Grid Connection test
successful!



Step 2. Confirm the File Analysis webpage in the AMP Private Cloud console is loaded without errors.
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Step 3. Confirm that files manually submitted from the AMP Private Cloud console Analysis > File
Analysis are perceived in the Threat Grid appliance, and a report with a score is returned by the
Threat Grid appliance.
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VI TO) D0 armando garcia

cisco \MP for Endpoints ' !

Dashboard  Analysis - Cutbreak Control ~  Management~  Accounts ~

File has been uploaded for analysis

File Analysis

a | & submitFile |

[0
[H

il AMP for Fndooints A 2 armando garcia ~

Dashboard  Analysis ~  Outbreak Control - Management - Accounts v

File Analysis

b glogg.exe ( €309efdd...0c2¢3d25 ) 2021-01-31 06:16:55 UTC

Step 4. Confirm the CAs that signed the Disposition Update Service certificate of the AMP Private
Cloud device are installed in the Threat Grid appliance in Certificate Authorities.

Step 5. Confirm that any sample marked by the Threat Grid appliance with a score >=95 is
recorded in the AMP Private Cloud database with the disposition of malicious after the report and
the sample score are provided by the Threat Grid Appliance.

Note: A successful reception of sample report and a >=95 sample score in the AMP Private
Cloud console the File Analysis tab, does not necessarily mean the file disposition was



changed in the AMP database. If the CAs that signed the Disposition Update Service
certificate of the AMP Private Cloud device is not installed in the Threat Grid appliance in
Certificate Authorities, reports and scores are received by the AMP Private Cloud device,
but no pokes are received from the Threat Grid appliance.

Warning: The next test was completed to trigger a sample disposition change in the AMP
database after the Threat Grid appliance has marked a file with a >=95 score. The purpose
of this test was to provide information about the internal operations in the AMP Private Cloud
device when the Threat Grid Appliance provides a sample score of >=95. In order to trigger
the disposition change process, a malware-imitation test file was created with the Cisco
internal makemalware.exe application. Sample: malware3-419d23483.exeSHA256:
8d3bbc795bb47447984bf2842d3a0119bac0d79a15a59686951e1f7c5aacc995.

Caution: Itis not advised to detonate any malware-imitation test file in a production
environment.

Confirmation of sample disposition update in the AMP Private Cloud Database

The test malware file was manually submitted to the Threat Grid appliance from
File Analysis in the AMP Private Cloud console. After the analysis of the sample,
a sample report and a sample score of 100 were provided to the AMP Private
Cloud device by the Threat Grid appliance. A sample score >=95 triggers a
disposition change for the sample in the AMP Private Cloud device database.
This change of the sample disposition in the AMP database based on a >=95
sample score provided by Threat Grid is what is known as a poke.

albiale AND for Ej apoinis A ? armando garcia
cIsco /1 [CHIOHT LS o !
Dashboard  Analysis - Outbreak Control - Management ~ Accounts ~
File Analysis
VX
> xca.exe ( 63019d7c...aZ2dcbcdd ) 2021-01-31 08:16:38 UTC =3
P  WinRAR.exe ( 906610be...f79d741e ) 2021-01-31 06:17:05 UTC B0
» glogg.exe (e309efdd...0c2c3d25 ) 2021-01-31 06:16:55 UTC -
¥ malware3-8d3bbc795.exe ( 8d3bbe79.. 5aacc995s ) 2021-01-31 06:16:50 UTC
Fingerprint (SHA-256) 8d3bbc79...5aacc995
File name malware3-8d3bbc795.exe
Threat Score 100
MName Score

- The integration was completed successfully.
- Sample reports and scores are perceived in File Analysis after manually submitting files.
Then:



- For each sample that the Threat Grid appliance marks with a score >=95, an entry is added
to the file /data/poked/poked.log in the AMP Private Cloud device.

- The /data/poked/poked.log is created in the AMP Private Cloud device after the first >=95
sample score is provided by the Threat Grid appliance.

- The db_protect database in the AMP Private Cloud holds the current disposition for the
sample. This piece of information can be used to confirm if the sample has a disposition of 3
after the Threat Grid appliance provided the score.

If the sample report and the >=95 score are perceived in File Analysis in the AMP Private Cloud
console, apply these steps:

Step 1. Log in via SSH to the AMP Private Cloud device.

Step 2. Confirm there is an entry in /data/poked/poked.log for the sample.

Listing the /data/poked/ directory in an AMP Private Cloud device that has never have received a
>=95 sample score from a Threat Grid appliance shows the poked.log file has not been created in

the system.

If the AMP Private Cloud device has never received a poke from a Threat Grid appliance
the /data/poked/poked.log file is not found in the directory, as shown in the image.

root@fireamp ~|# ls Jdata/poked/
- F I

poked_error.log
[ root@gfireamp ~|#

Listing the /data/poked/ directory after the first >=95 sample score has been received, shows the
file was created.

After receiving the first sample with a >=95 score.

Sample information from the poke provided by the Threat Grid appliance can be perceived inside
the poked.log file.

Step 3. Run this command with the sample SHA256 to retrieve the current disposition from the
database of the AMP Private Cloud device.

nysql -e "select hex(fingerprint), disposition_id from protect. binaries where
fingerprint=0x<SHA256 hash of the sanple>;"

Example

A database query to get the sample disposition before the sample is uploaded to the Threat Grid
Appliance provides no results, as shown in the image.

ireamp ~]# mysql -e "select hex{fingerprint), disposition es where fingerprint=6x8d3bbc795bba7447984bf2842d3a0119bacd79a15a59686951e1fTc5aacc995;"




A database query to get the sample disposition after the report and score were received from the
Threat Grid appliance, shows the sample with a disposition of 3 which is considered malicious.

Troubleshooting

In the integration process, possible issues can be perceived. In this part of the document, some of
the most common issues are addressed.

Warning in AMP Private Cloud device about host invalid, certificate not tested,
API key not tested

Symptom
The warning message: Threat Grid host is invalid, Threat Grid SSL Certificate could not be tested,

Threat Grid API key could not be tested, is received in the AMP Private Cloud device after is
selected the Test Connection button in Integrations > Threat Grid.

Connect Threat Grid Appliance to AMP for Endpoints Appliance

Threat Grid Connection test failed.

eat Grid host is invalid.

» Threat Grid SSL Certificate could not be tested.

« Threat Grid API key could not be tested.

There is a problem at the network level in the integration.
Recommended Steps:

- Confirm the AMP Private Cloud device console interface can reach the Threat Grid appliance
clean interface.

- Confirm the AMP Private Cloud device can resolve the FQDN of the Threat Grid appliance
clean interface.

- Confirm there is not a filtering device in the network path of the AMP Private Cloud device and
the Threat Grid appliance.

Warning in AMP Private Cloud device about invalid Threat Grid API key
Symptom
The warning message: Threat Grid Connection test failed, Threat Grid API is invalid, is received in

the AMP Private Cloud device after is selected the Test Connection button in Integrations >
Threat Grid.



Connect Threat Grid Appliance to AMP for Endpeints Appliance

Threat Grid Connection test failed.

The Threat Grid appliance API key configured in the AMP Private cloud.
Recommended Steps:

- Confirm in the account settings of the Threat Grid appliance user, the Disable API Key
parameter is not set to True.
- The Disable API Key parameter must be set to: False or Unset.

Pl gy (EEtRATERRRRARAAARRARSRRARRAAS {}'EE
ble APl Key @ True Unse
Lan Download Sample True Unse
| ",.' n

- Confirm the Threat Grid API key configured in the AMP Private Cloud admin portal
Integrations > Threat Grid, is the same API key in the user settings in the Threat Grid
appliance.

- Confirm if the correct Threat Grid API key is saved in the AMP Private Cloud device database.
From the AMP Private Cloud device command line, it can be confirmed the current Threat Grid
API key configured in the AMP device. Log in to the AMP Private Cloud device via SSH and run
this command to retrieve the current Threat Grid user API key:

nysql -e "select tg_api_key, tg_login, api_client_id from db_smnbe. busi nesses;"
This is a correct entry in the database of the AMP Private Cloud device for the Threat Grid
appliance API key.

[rooct@fireamp ~ mysql -e "select tg_api_key, tg_login, api_client_id from db_swbe.businesses;"
D T T T
| te_api_key | tg_login | api_client id

4+
I

mirt1if: I nnjae? | argarci?_samples-user | dedc23cédd3e3

+ - - e e
[roct@fireamp ~]#

Even though the Threat Grid username was not directly configured in the AMP Private Cloud
Device in any step of the integration, the Threat Grid username is perceived in the tg_login
parameter in the AMP database if the Threat Grid API key was correctly applied.

This is an erroneous entry in the AMP database for the Threat Grid API key.



- L S
| tg api key | tg login | api client_id
$e==sssmssscsss==s=z==s====== fm==cs===== L e +

| thisisanwrongapikey | NULL ded Fdd3e36034bb7T |

[ root@fireamp ~]#

The tg_login parameter is NULL. The Threat Grid username was not retrieved from the Threat Grid appliance by the
AMP Private Cloud device after applying the reconfiguration.

Sample scores >=95 are received by the AMP Private Cloud device, but no
change perceived in the sample disposition

Symptom

Reports and >=95 sample scores are received successfully from the Threat Grid appliance after a
sample is submitted, but no change in the sample disposition is perceived in the AMP Private
Cloud device.

Recommended Steps:

- Confirm in the AMP Private Cloud device if the sample SHA256 is in the content of
/data/poked/poked.log.

If the SHA256 is found in /data/poked/poked.log, then run this command to confirm the current
sample disposition in the AMP database.

nysql -e "select hex(fingerprint), disposition_id from protect.binaries where
fingerprint =0x<SHA256 hash of the sanple>;"

- Confirm the correct AMP Private Cloud integration password was added to the Threat Grid
appliance administration portal in Administration > Manage AMP Private Cloud
Integration.

AMP Private Cloud administration portal.

Step 2: Threat Grid Portal Setup
1. Go to the Threat Grid Appliance Portal.
2. Navigate to the Manage AMP for Endpoints Integration page on the Threat Grid appliance
3. Add the Service URL, User, and Password from the section below.
Details

Service URL https://dupdateamp3.argarci2-lab.com/

User disposition_update_user

Password & ew2ss_____JYIPK @

Threat Grid appliance console portal.



IIC|II5ICI|(;I Threat Grid Submit Sample Dashboard Samples Advanced Search Reports Indicators Administration -

Disposition Update Syndication Service
Service URL User Passwiord Action(s)
EnE
EaEE
hitps://dupdateamp3.argarci2-lat | | disposition_update_user ewz3s[_____JxIviPK
- Confirm the CAs that signed the AMP Private Cloud device Disposition Update Service
certificate was installed in the Threat Grid appliance administration portal in CA Certificates.

In the below example the certificate chain for the AMP Private Cloud device Disposition Update
Service certificate is Root_CA > Sub_CA > Disposition_Update_Service certificate; therefore,
the RootCA and the Sub_CA must be installed in CA Certificates in the Threat Grid Appliance.

Certificates authorities in the AMP Private Cloud administration portal.

"clils' élc],' AMP for Endpoints  private cloud Administration Portal . Support M Announcements ?Help @ Logout

# Configuration ~ Operations ~ Status ~ Integrations ~ Support ~ -~ 4 -

© Sanity Check Failing

Certificate Authorities are used by your Private Cloud device to verify SSL certificates and connections.

Add Certificate Authority
n Certificate (click to collapse)
Issuer rootca_vpe
& Download
Subject rootca_vpc
Validity 2020-11-15 00:00:00 UTC - 2025-11-14 23:59:58 UTC
n Certificate (click to collapse)
Issuer rootca_vpc
& Download
Subject subca-dus
Validity 2020-12-05 12:01:00 UTC - 2023-12-05 12:01:00 UTC

Threat Grid administration portal:



sl Threat Grid Appliance Heme  Cenfiguration  Status  Operations  Support

CISCO

Configuration e

Authentication

CA Certificates
Change Password
Clustering

Date and Time

Email

Integrations

License
Network
Network Exit
NFS

Naotifications

CA Certificates

Details Validity

Subject: CN=roctca_vpc 2020-11-1
Issuer: CN=rootca_vpe Valid for alr
Fingerprint: 66:BF:EB:63:36:9F :AC:E9:39: AD: 76: A4 :0E : GA:57:B1:45:B9:FD: Ad: FD:63: 7E: SA: 11:FF : 47 : AA: CC:1E: FF:F2

Suy -03-0
Iss for ab
Fin

SuH -03-2
Iss for ab
Fin

Sul -07-2
Iss for ov
Fin

Sul -03-0
Issy for ab
Fin

Y

Subject: CN=subca-dus 2020-12-0
Issuer: CN=rootca_vpc Valid for alr

Fingerprint: 51:D5:74:90A:6C:44: 4B:1A:F9:45:93:CB:B6: 7C: 3A:EB: 7B:BB:BD:04:51:4D:79: BE: D4:23:35:92:C0:17:9D:5C

Add Certificate Lookup Certificate

« Confirm the AMP Private Cloud device Disposition Update Service FQDN was correctly added to the Threat Grid
appliance administration portal in Administration > Manage AMP Private Cloud Integration. Confirm as well
the IP address of the AMP Private Cloud device console interface was not added instead of the FQDN.

disposition_update_user = =000 sseeeessesssscssessessess ﬂ

https://dupdateamp3.argarci2-lak | Hisposition_update_user | ew236| IxJYfPK |

Adienneitinn nindata near 0 sssssssssssssssssses “

Warning in AMP Private Cloud device about invalid Threat Grid SSL certificate

Symptom

The warning message: "Threat Grid SSL certificate is invalid”, is received in the AMP Private
Cloud device after is selected the Test Connection button in Integrations > Threat Grid.

Threat Grid Connection test failed.

« [hreat Grid S50 Certificate is invalid.
« [hreat Grid APl key could not be tested.

Recommended Steps:

- Confirm if the certificate installed in the Threat Grid appliance clean interface is signed by a

corporate CA.

If it is signed by a CA then the complete certificate chain must be added inside a file to the AMP
Private Cloud device administration portal Integrations > Threat Grid in Threat Grid SSL

Certificate.



Threat Grid Configuration Details Edit

Hostname 1 fcisco.com
APl Key @Ry | sssssssssssnnnsasssasannes @
il \
n Threat Grid SSL Certificate :
= Test Connection
Issuer subca_tga_clean
Subject 1 kisco.com
Validity 2020-11-24 00:00:00 UTC - 2021-11-23 23:59:59 UTC
& y

In the AMP Private Cloud device the currently Threat Grid appliance certificates installed can be
found in: /opt/fire/etc/ssl/threat_grid.crt .

Warnings in Threat Grid appliance related to certificates
Warning Message - Public key derived from private key does not match

Symptom

The warning message: public key derived from private key does not match, is received in the
Threat Grid appliance after an attempt to add a certificate to an interface.

Illllllll 1 ' . :
i8¢0 Threat Grid Appliance Home Coigwsion Sisols  Cpostons Suppor

Configuration e Upload SSL certificate for PANDEM

Authentication TN e (F B

- T

hvc NAQ ELBQADggE BAKXZB ol DWacWYSVOXSH WrQIMULAMNAE8SOZ IXN kuByG6vvhj
P
Change Password JkgjjU9xKrkeS5LCr+trWnr+gjZlc4ecVCmBFXBWUtr8BjHcimbHUbZ IVLYp6WDxO

CA Certificates

Clustering

HMS37fv44R9CIr4pjUuz0becbTHS4wobPAfUYPtO1Dy0dHIad4zE3pH4X3D 9rzQYYd
Cl6KJpevCJzFyoQW3ahTZoxrdF1115wO3XcH41Q=

Date and Time

Email e END CERTIFICATE----- o
Iiem Prlvate Key (PEM}
License waaSsZJpBOmVJRthloinmPpNZzhqlW3cCBDASaRSXeU+4c+HmUknahEHJ an -
Network 1JbkA4UJQgWgeD4QKOj8cQKBgQCIZmRmL7H7d 1avaPzbEIAOKYnlgIXsBKDCHjYo
g+HONxIdI8zUSHYFab9L0361thY0+0Bwd3EGhbQ2u7CeinFp8Y7mQuaQNFTEHIZO
Network Exit
NFS
+| Z| a %) ab9q2l/y a lPFaMOIXGe
Notifications nY2D9wNsniSuk 1IHL2SojLtVxBBYqw38wOuuBOmgZZVNprSparsyw== -
----- END RSA PRIVATE KEY----- P

SSH

ssL public key derived from private key does not match

Syslog Add Certificate Cancel

The public key exported from the private key does not match with the public key configured in the
certificate.



Recommended Steps:

- Confirm if the private key matches the public key in the certificate.

If the private key matches the public key in the certificate, then the modulus and the public
exponent must be the same. For this analysis, it is enough to confirm if the modulus has the same
value in the private key and the public key in the certificate.

Step 1. Use the OpenSSL tool to compare the modulus in the private key and the public key
configured in the certificate.

openssl x509 -noout -nodulus -in <certificate in PEMfornat> | openssl nd5 openssl rsa -noout -

nodul us -in <private key in PEMformat> | openssl nd5
Example. Successful match of a private key and a public key configured in a certificate.

$ openssl x589 -noout -in certificate.cert | openssl md5
(stdin)= d41d8cd98f00b204e9800998ecfB427e
$

$
$ openssl rsa -noout -in private-key.key | openssl md5
(stdin)= d41d8cd98{08b204e980@998ecf8427e

Warning Message - Private key contains non-PEM content
Symptom

The warning message: Private key contains non-PEM content, is received in the Threat Grid
appliance after an attempt to add a certificate to an interface.



'I(|||5ICI|C,I)I Threa’[ Gﬂd App“ance Home Configuration Status Operations Support

Configuration e Upload SSL certificate for PANDEM

Authentication Certificate (PEM)

CA Certificates MIIDTCCAjagAWIBAgIICR 1youl OY/MwDQYJKoZIhve NAQELBQAWGIEYMBYGA 1 UE
AwwPc3ViY 2FfdGdhX2NsZWFuMB4XDTIwMTEYNDAWMDAWMFoXDTIXMTEyMzIzNT
k1

Clustering OVowSTEbMBKGA1UEChMSQ2IzY28gU31zdGVicywg SW5MSowKAYDVQQDEYFre2Vj

Change Password

Date and Time

Ernail NIgQT03qqfX7Zh5wKY4BrTWxOpNBodUclOKxzODPWYZqUUjpeKcjyUkj2L6fY 0OV )

Integrations
2 Private Key (PEM)

License wZfa8sZJp30zivJRtvBioPnwmPpNZzhqglW3cC90ASaRSXeU+4c+HmUknahEHJNNE =
1JbkA4UJQgWgeD4QKOj8cQKBgQCIZmRmL7H7d 1 avaPzbEIAOKYnlglXsBKDCHjYo
g+HONxIdIBzUSHYFab9LO361thYO+0Bwd3EGhbQ2u7CeinFp8Y 7mQuqONFTEHIZO

Network

Network Exit

NFS /8E/D+jdT8zhA3aWNXADI8bIx|IRE3 24 TFAfJf7 3a59q27y7d96tCa 1 PFaMOIXGe
nY2D9lwNsni5uk 1IHL2SojLtVx8BYqwaswOuuBOmgZZVNprSparsyws==
----- END RSA PRIVATE KEY----

Notifications

private key contains non-PEM content

Add Certificate . Cancel |

The PEM data inside the private key file is corrupted.

Recommended Steps:

. Confirm the integrity of the data inside the private key.
Step 1. Use the OpenSSL tool to verify the integrity of the private key.

openssl rsa -check -noout -in <private key in PEM f or mat >

Example. Outputs from a private key with errors in the PEM data inside the file, and from another private key with
no errors in the PEM content.

$ openssl rsa -check -noout -in correct-private-key.key
RSA key ok

If the OpenSSL command output is not RSA Key ok, this means problems were found with the
PEM data inside the key.

If problems were found with the OpenSSL command, then:

.- Confirm if PEM data inside the private key is missing.

PEM data inside the private key file is displayed in lines of 64 characters. A quick eye check of the
PEM data inside the file can show if data is missing. The line with missing data is not aligned with
other lines in the file.



$ cat wrong-private-key.key

BEGIN PRIVATE KEY
MIIEvAIBADANBgkqhkiGIWOBAQEFAASCBKYweeSiAgEAA0TBAQCY FIytwkfoUICS
D1uK9PTbKvDrShegn8/Cen9wXEUDIBNahlFiZvwZb/5FL+I1ry/POWKIMiXRhLO52
YBoogsuDTw79MoabxXYLKq1P5QRIV6tQQDNiHUoHFNS Lkoo®HBubkDtGo/PWATE
/INGBMIU/d1DDuzxfgGzedviztT90rpCbZyQP2r+56xa0KMAc3AEEK /pYA7aCv/G
P6rGkHc /ViMINTulVIWAI cLgTUXODeHL jTIcI2q/vH/ iOWeIgAv10aGuBCOeg ¢
NwOgPyY3XI8g/I 1HAG /VsM1ONHKTAEhvSks
WXZW1XhNAgMBA tUShuSCL7tABF7VpSeKXM
Uh4/VrdglTYXFI 5 7k@sCwmhKUaMACTYANnrg
fINIJto/x0azh 17ttvlvX3zwe LCEXSDXKG
mdhzCQSTBFYbM A4M7HiocsbkLjijScTFYQ
JgSwASBEgqgeH3: 1gddkl6ddAasSjQSs7sIxaf
WtVHzbVDgJ+rb' 3gQDePpxacxGRZLXfja3s
SU+TvjNWQGcUs: 18yB8ZQde1gPZrVeZoMym2
155+/LS43HBS5hcCfnZplLAMBzHY vX+HPuGHm2x0Cy51K5KsfDPa/SrbhDkxZtyBSG
1CeVLEycQ5t1xtI6giBLKNmtrQKBgQDKI+BTMrHFYDS50gP cBZyGXVhmSyHcZ0P9k
OosXngeKtpdql8Ck/H2QftFpOAFoHQxD/t1iJA6E1eK9HTVnsq9+xbCU1fRLPxeCS
Cbct1DYBwaMn8Ywp9PfZKPgu /gl IXTUWT6TALcBGtdspYDEbApVYAB91PoS@vcBn
g7LG+bcIIQKBgHFNn/ZziDtrkSz1SN6fVGPhIHCUtI+yZRuBkkz/8ohv1Rf+En+VY
90GOGBq/MEBZy 3TV+SUYFPX1509eQDDYNQToKs FpUhOQvuQ@leIGSm+E6jFApheg
QauT9x@TkVDP1bP5LFKTMG27Brzr90G95F45hrZ0gWOD+w7YdTY1GD7Z AoGASHKU
b4XoeNS1771hUg5w27gR9q+LC+8EmiHNRrNxDsnCZd7 zGFQw7MKbQDdFQdfQUwvyn
FBDKFsrLRT1rIVDGle27NakE,/QmE20AVNS 7PG3UBYx/RxhYV/60smGGsXz 10Mn+AB
SxuwKiWoARshnMsDvsTYWofml1SMwT IMmCKpbTii1ECgYB187 jesdFv2NtY1mb1pAYS
DHiErbldtVumF42Tax+fucqUrdB3LZo6F jagvPy+LBjA3VjtRYkDjOQmstvxD5j+d
V3Pg4IWaocGUSRQUIYSLorme+y]ls6Z+iNkIcPeZtWidSgP+NZalxvhtj8Xel 5660
a+10neYA41zL1225cgyFzEQ==

END PRIVATE KEY

- Confirm the first line in the private key starts with 5 hyphens, the words BEGIN PRIVATE
KEY, and ends with 5 hyphens.
Example.

- Confirm the last line in the private key starts with 5 hyphens, the words END PRIVATE KEY,
and ends with 5 hyphens.
Example.

Example. Correct PEM format and data inside a private key.



% cat correct-private-key.key
BEGIN PRIVATE KEY
MITEvAIBADANBgkghkiGOw@BAQEFAASCBKYwgeSiAgEAAOIBAQCYF IytwkfoUIcs
D1uK9PTbKvDrShgn8/Cen9wXEUDIBNah1FiZvwZb/5FL+I1ry,/PBWKIMiXRhL(Q52
Y@oogQsuDTw79MoabxXYLKg1P5QRIVetQQDNiHUoHFNS Lkoo®@HBubkDtGo/PWATE
/INGbMIU/d1DDuzxfegGze@viztT90rpCbhZyQP2r+sGxaOKMOc3AEgK/ pYA7aCv/G
P6rGkHc /VIMINTuWVIWAIcLgTUXODeHLjTIcI2g/vH/ iOWeIgAv10aGuBCOegVDU
NwOgPyY3XI8g7H AHAG /VsM1BNHKTAEhvSks
WXZW1XhNAgMBAA tU9huSCL7t4BF7VpSekKXM
Uhd/VrdglTYX{B 5 7k@sCwmhKUaMACTYANrg
fINIJto/x0azhe A7ttvLvX3zwe LCEXsDXK6
mdhzCQSTB+YbM4 RAM7HiocsbkLjijScTFYQ
JgSwASBEgqeH3z hgddkleddAaSjQSs7sIxat
WtVHzbVDgJl+rbS BeQDePpxacxGRZLXfja3s
SU+TvjNWQGcUsX . 1 58y870de1gPZrVeZelMym2
155+/LS4jHBShcCHnZplL4M@zHYvX+HPuGHm2x0Cy51K5KsfDPa/SrbhDkxZty@Sa
1CeVLEycQ5t1xtIogiBLKNmtrQKBgQDKI+BTMrHFYDS58gP cBZyGXVhmSyHcZ0P9k
OosXngeKtpdgl8Ck/H2QftFpOAFoHQxD/t1JA6E1eK9HTVnsq9+xbCULfRLPxeCS
Cbcf1DYBwaMn8Ywp9PfZKPgu/gI 3XTUWT6TALcBGtdspYDEbApVYAO91PoSBvcBn
g7LG+bcIIQKBgHFNn/ZziDtrkSz1SN6TVGPhIHCUtI+yZRuBkkz /8ohvl1Rf+En+VY
9QGOGBq/MEBZy3TV+SUYTPX15Q9eQDDYNQToKspUh0QvuQeleIGSm+E6jFApNeg
QauT9x0TkVDP1bP5LFkTMG27Brzr90G95F45hrZ0gWOD+w7YdTY 1GD7ZA0GASHKU
b4XoeNS1771hUg5w27qR9g+LC+8EmiHNRrNxDsnCZd7 zGFQw7MKbQDdFQdFQUvyn
FBDKFsrLRT1rIVDGIe2ZNaE/QmE20AVNS7PG3UBYx/RxhYV/60smGGsXz10Mn+AB
SxuwKWoARshnMsDvsTYWofmlSMwT IMmCKpbTiiECgYBi87 jgsdFv2NtY1mb1pAYS
DHiErbldtVumF42Tax+fucgUrdB3LZo6FjagvPy+LBjA3VjtRYkDjQmstvxD5jfd
V3Pg4IWaocGUBRQUIYSL6rmw+yls67+iNkIcPeZtWidSgP+NZalxvhfj8Xel 5600
a+I0nBY41z1 122SceyFzEQ==
END PRIVATE KEY

Warning Message - Cannot generate public key from the private key

Symptom

The warning message: cannot generate public key from the private key, is received in the Threat
Grid appliance after an attempt to add a certificate to an interface.



atfnan]n, : ' ; ;
c15CO Th[’eat GHd Apphaﬂce Home Configuration Status Operations Support

Configuration e Upload SSL certificate for PANDEM

LCI“EITIC?IL lI’LMJ

Authentication S — A P A A T o e §

. AN -
el BgkghkiGO9wOBAQsFAAOCAQEAsSCQT1IOKPKLI6GATR94eueZ64zCYGUfBwg02259Kle
Change Password epjgQobaJadi3WTh7LMHuxHZP02YZJIO/QjUQ/8uLk1sG7rVESROe/EvIOV|LSNF
Clustering
Ate and Iime wbThoJukREZOyiBoQDPcSWhQe8j3FEtJIf9yfu2bthOFQQ+Lf3BU4ZPiXPVEtuUL

7FIPOkjC/33s5Z2WpCB0zCmdPvFgx//JbpWri1gllYVsluYg== -
Email e END CERTIFICATE----- 4

Integrations

License IS BEGIN RSA PRIVATE KEY-----
MIIEpAIBAAKCAQEAUcCh3AUTS5P91Ym/PyvHva/xKBCbLeY7+]QJGO7wm7erux3KTZY
EE9N6qgn1+2YecCmOAald1sTqTQaHVHJdCsczgz1mGalFI6XinI8BIJIS9i+n2NDIcNr
Network Exit XBVPvCUs5fnH2cZwKGTen/NDJhnyC5DIb1 7RLY7 Y+wxhMiyRCHH3aZ 310Mpl Tk4 X

Network

NFS

CiSCIWEFy/CDXbX27KncS4qWe9 1 phskKXq0jo7wIDAQABACIBAFrHBEHRsYNTXY Sv =
yCSwXQtfalYpjXGGgdduaPzdIrlICrCGWbbgimKeYQByGTUIv7 vXAX2EARS 7Izvb2

Notifications

cannot generate public key from private key

T |

The public key cannot be generated from the current PEM data inside the private key file.

Recommended Steps:

- Confirm the integrity of the data inside the private key.
Step 1. Use the OpenSSL tool to verify the integrity of the private key.

openssl rsa -check -noout -in <private key in PEM for mat >

If the OpenSSL command output is not RSA Key ok, this means problems were found with the
PEM data inside the key.

Step 2. Use the OpenSSL tool to verify if the public key can be exported from the private key.

openssl rsa -in <private key in PEM fornmat> -pubout
Example. Failed public key export and a successful public key export.

% openssl rsa -in wrong-private-key_key -pubout
unable to load Private Key
140195161523528: error:09891864:PEM routines:PEM_read_bio_ex:bad base64 decode:../crypto/pem/pem_lib.c:929:

% openssl rsa -in correct-private-key.key -pubout

writing RSA key

-----BEGIN PUBLIC KEY-----
MIIBIjANBgkqghkiGO9wOBAQEFAAOCAQSAMIIBCeKCAQEAr3yMrcIH/VCHOQSbivTe

2yrw60oY ] /Pwunp/cFxFAyATWoZRYmb /+RS/iNa8vz9FiiTI1aYSe0dmNKKIEL
Lgﬂ (“Tk(:u»\lzu th+IJESFer UEAL‘f’hl i E(TlJl‘EFI‘.I‘JBQLm rATRq




Warning Message - parse error: PEM data could not be decoded

Symptom

The warning message: parse error. PEM data could not be decoded, is received in the Threat Grid
appliance after an attempt to add a certificate to an interface.

'(I.'.|II5I::|C;. Threat Grid App“aﬂce Home Configuration Status Operations Support

Configuration e Upload SSL certificate for PANDEM

Certificate (PEM)

T e T R i L e e L

Authentication

: AN -~
S8 Cortifoatcs BgkghkiGO9wOBAQsFAAOCAQEAsCQ1IOKPKLBATR94eueZ642CYGUfBwg02259Kle
Change Password epjqQobaJadI3WTh7 LMHuxHZP02YZJIO/QjUQ/8uLk1sG7rVESROe/EvOOvjL5nF
Clustering
Date and Time wbTboJukREZOyiBoQDPcSWhQe8)3FEtJIf9yfv2bthOFQQ+Lf3BU4ZPiPVEtuUL
7FIPOKIC/33s5ZWpC80zCmdPvFgx//JbpWrigllYVs1uYg== -
Email END CERTIFICATE----- 2

Integrations

parse error: PEM data could not be decoded

L s Private Key (PEM)
Network wZfa8sZJp30zivJRtvBioPnwmPpNZzhqlW3cC90ASaRSXeU+4c+HmUknahEHJNRE
Network Exit IJbkA4UIQgWgeD4QKOj8cQKBgQCIZmRmL7H7d1 avaPzbEIAOKYNnIgiXsBKDCHjYo
g+HONxIdI8zUS5HYFab9LO361thYO+0OBwd3EGhbQ2u7CeinFp8Y 7mQugQONFThHIZO

NFS

Notifications J8E/D+dT8zhA3aWNXADIBbIX|IRES24 TFATJI/ 325927y 7d96tCa 1 PFaMOIXGE

nY2D9IwNsniSuk1IHL2SojLtVx8BYqw9BwOuuBOmqgZZVNprSparsyw==

4

Add Certificate | Cancel

The certificate cannot be decoded from the current PEM data inside the certificate file. The PEM
data inside the certificate file is corrupted.

. Confirm if the certificate information can be retrieved from the PEM data inside the certificate
file.

Step 1. Use the OpenSSL tool to display the certificate information from the PEM data file.

openssl x509 -in <certificate in PEM format> -text -noout

If the PEM data is corrupted an error is perceived when the OpenSSL tool tries to load the
certificate information.

Example. Failed attempt to load the certificate information due to corrupt PEM data in the
certificate file.




Warning Message - not a client/server CA cert

Symptom

The warning message: parse error: not a client/server CA cert, is received in the Threat Grid
appliance after an attempt to add a CA certificate to Configuration > CA Certificates.

'lclll!i.::loh Threat Grid App“ance Home Configuration Status Operations  Support

Configuration e CA Certificates

Authentication Certificate (PEM)

Ir2MrtEmB8vul3CzLgSnC3iFRYFObbwiQTW/AgMBAAG|DzZANMASGA 1UdDWQEAWIC

Sl e iDANBgkghkiGIWOBAQsFAAOCAQEAY3b0+QmLEORi7q3iHUSK3cGeWhCrWIF5230R

Change Password

Clustering wByBX1YrWKICWSOmT8K/3mscEbUvyjALFRvoGecYLI3wboaB8ZLxysELENw7r+5

Date and Time AtTgHWYUEdrgnnAUjQbiOls+NUY826gpRwWuH7PBYT9k330K8XSzo8xmsQQG+oHOo
L2wj6R2hS8e7dzJzHbsp+ TicL/w7MAUFRWKTAQ 7gEbKmYj+0Q== >

Email . END CERTIFICATE----- 4

Integrations not a client/server CA cert

License
Network Exit
NFS
Notifications
SSH

SSL

Syslog

The Basic Constraints extension value in the CA certificate is not defined as CA: True.

Confirm with the OpenSSL tool if the Basic Constraints extension value is set to CA: True in the
CA certificate.

Step 1. Use the OpenSSL tool to display the certificate information from the PEM data file.

openssl x509 -in <certificate in PEMformat> -text -noout

Step 2. Search in the certificate information the current value of the Basic Constraints extension.

Example. Basic Constraint value for a CA accepted by the Threat Grid appliance.



Exponent: 65537 (0x10001)
xtensions:

3 Basic Constraints:
CA:TRUE
09v3 Key Usa

Digital Si

=)
L=
=2
=

nature, Key Agreement, Certificate

Related Information

. Threat Grid Appliance - Configuration Guides
. Cisco AMP Virtual Private Cloud Appliance - Configuration Examples and TechNotes
. Technical Support & Documentation - Cisco Systems



https://www.cisco.com/c/en/us/support/security/amp-threat-grid-appliances/products-installation-and-configuration-guides-list.html
https://www.cisco.com/c/en/us/support/security/fireamp-private-cloud-virtual-appliance/products-configuration-examples-list.html
https://www.cisco.com/c/en/us/support/index.html
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