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What's changed
Version Change

December 
01,2020 

3.1.0 added

2.8.x moved to end of software maintenance releases.

November 19, 
2020

3.0.1 added.

2.9.x maintenance releases updated.

August 12, 
2020

3.0.0 added. 

2.7.x moved to end of software maintenance releases.

June 25, 2020 2.8.3, 2.9.1, and 2.9.2 added

April 09, 2020 2.9.0 added

April 01, 2020 2.8.2 added

February 20, 
2020

2.8.1 added

2.5.x moved to end of software maintenance releases.

December 12, 
2019

2.6.4 added.

2.6.3 corrected to show updated browser support (documentation omission).

December 02, 
2019

2.7.1 added.

November 20, 
2019

First published.

What's changed



Cisco Meeting Server Release 2.0.16 to 3.1.0 : Release Notes Version Summary 3

New features/changes summary 
This document gives a brief summary overview of the new features and changes in each 
published version of Meeting Server software. For full details for each release and Resolved 
Issues, see the relevant release note: 
https://www.cisco.com/c/en/us/support/conferencing/meeting-server/products-release-
notes-list.html

For full details of browser support for each software version, see Cisco Meeting App WebRTC 
Important Information and for version 2.9 onwards with Web Bridge 3 deployed, see Cisco 
Meeting Server web app Important Information.

Version 3.1.0
(Release November 2020)

Version 3.1 of the Meeting Server software,  introduces the following new features and changes:

 l New video enable/disable and  audio mute/unmute mode  so that administrators can now 
enable/disable video and/or mute/unmute audio   for all participants.

 l coSpace provisioning —  extends the coSpace provisioning feature that allows the 
administrator to provision spaces for users based on an LDAP sync.

 l RTMPS streaming support —  extends the RTMP support in the internal SIP streamer 
application to  RTMPS  which allows streamer traffic to be encrypted.

 l Serviceability enhancements: 

 l improvements to ICE tracing.

 l packet capture improvements to increase the packet capture size when a server is 
under load to ensure that packet captures are as useful as possible.

 l packet capture now available on multiple interfaces.

 l improved TURN server logging.

 l Cisco Meeting Server web app introduces many new features in 3.1. For a complete list of 
the web app features introduced in 3.1, see Cisco Meeting Server 3.1 web app Important 
Information. Web app features that require Meeting Server-side configuration are listed 
below:

 l changes to Cisco Meeting Server web app custom email invites

 l a user can now view call join information whilst in a call

 l web app user interface localization

 l single sign on

New features/changes summary
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 l Web Admin user interface changes — external access configuration options moved to 
webBridgeProfiles API.

 l New edge solution using Cisco Meeting Server at the edge for increased web app scale. 

 l Security enhancement with short term credentials for Cisco Meeting Server edge. This is a 
beta feature only in this release.

 l Scheduled LDAP sync API additions and ldapSources object name label addition.

Version 2.9.5
(Release November 2020)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 2.9.5 
release note for more information.

Note: Version 2.9.5 is the final software release that supports X-series. Future 2.9.x releases will 
be supported on VM and Meeting Server 2000 platforms only.

Version 3.0.1
(Release October 2020)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 3.0.1 
release note for more information.

Version 2.9.4
(Release September 2020)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 2.9.4 
release note for more information.

Version 2.9.3
(Release August 2020)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 2.9.3 
release note for more information.

Version 3.0.0
(Release July 2020)

New features/changes summary
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Note: Meeting Server 3.0 introduces a mandatory requirement to have Cisco Meeting 
Management 3.0 (or later). Meeting Management handles the product registration and 
interaction with your Smart Account (if set up) for Smart Licensing support. 

 l removal of legacy Meeting Server components and other changes.  The following features 
and services are no longer available or supported in Meeting Server:

 l Web Bridge 2 — Cisco Meeting App for desktop, iOS and WebRTC are no longer 
supported. 

 l XMPP 

 l H.323 Gateway

 l Load balancer

 l SIP edge

 l Trunk

 l X-Series servers

 l ACU 

 l support for Smart Licensing to improve the user experience of license purchasing, 
registration and software administration.

 l security improvements using Image Signing when upgrading Cisco Meeting Server.

 l administrator-configurable minimum passcode length for increased security across all 
methods of dialing into meetings.

 l new internal SIP recorder and streamer components to replace the XMPP internal 
recorder and streamer components. The new recorder and streamer support changing 
layouts, and the new streamer supports up to 1080p resolution.

 l Web Bridge configuration moved to Web Bridge profiles and settings in the API. 

 l Cisco Meeting Server web app introduces many new features in 3.0 to give feature parity 
with the now deprecated Cisco Meeting App for WebRTC. For a complete list of the web 
app features introduced in 3.0, see Cisco Meeting Server 3.0 web app Important 
Information. Web app features that require Meeting Server-side configuration are listed 
below:

 l Join a meeting using a video address (URI)  

 l change in permissions for web app participants.

 l Web app participants now see name labels in their conference video.

 l web app controls for recording/streaming, lock/unlock a meeting, and Importance.

 l change to the C2W connection to now accept intermediate/end-entity (i.e. non-

New features/changes summary
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root) certificates.

 l ability to customize the web app sign-in page with your own branding

 l Automatic Gain Control (AGC) is now enabled by default.

 l support for ESXi7.0.

 l viewable historical record of the assigned number of PMP licenses.

Version 2.9.2
(Release June 2020)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 2.9.2 
release note for more information.

Version 2.9.1
(Release April 2020)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 2.9.1 
release note for more information.

Version 2.9.0
(Release April 2020)

 l Cisco Meeting Server web app (Web Bridge 3)* is a new meeting join and user portal. 
Web app will eventually supersede Cisco Meeting App WebRTC. 

 l Custom email invites for use with the new Cisco Meeting Server web app. 

 l an additional lock mode that allows meetings to be locked so all participants are held in a 
lobby to prevent them joining a meeting until either they are admitted through the API  or 
the meeting is unlocked by any one who has privileges to do so (not necessarily the host).
(The existing lock mode allows certain participants to bypass the lock.) 

 l a method to admit participants from the lobby into a meeting using a new API command.

 l support for configuration of a third party SIP recorder — when recording is started a SIP 
URI is called instead of using the Meeting Server recorder component.

 l support for panoramic video layout experience in two participant meetings. This  feature 
supports the new panorama endpoints. In version 2.9, this is beta support.

 l support for 4K content* on any endpoint that supports 4K content.

 l improved video/content quality for Chromium browsers*.

 l increased security with support for stronger ciphers.

New features/changes summary
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 l support to allow far end camera control (FECC) on remote systems' cameras to be 
initiated using the Meeting Server API.

 l simplified API user interface available on the Meeting Server web interface.

 l Ability to enable Automatic Gain Control (AGC), introduced in 2.8 as a beta feature is now 
fully supported.

 l support for creating and applying coSpace templates using the API.

Note: Features marked with an asterisk (*) are not supported on Acano X-Series in version 2.9.

End of Software Maintenance Releases

Version 2.8.4
(Release September 2020)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 2.8.4 
release note for more information.

Version 2.8.3
(Release June 2020)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 2.8.3 
release note for more information.

Version 2.8.2
(Release April 2020)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 2.8.2 
release note for more information.

Version 2.8.1
(Release February 2020)

 l Default behavior for H.264 for Chromium browsers changed to allow 1080p main and 
content streams to be decoded using Chrome's software decoder, thereby improving the 
quality and user experience of the meeting.

 l Resolved Issues

New features/changes summary
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Version 2.8.0
(Release November 2019)

 l Customizable layouts to allow Administrators more flexibility to create and apply custom 
layouts that suit their specific needs.

 l Far end camera control (FECC) support to all SIP endpoints that support FECC, allowing 
administrators to remotely control the camera at the far end.

 l Audio prompts for lock/unlock meeting status and how many participants are in the 
meeting.

 l Ability to enable Automatic Gain Control (AGC). This is a beta feature only in this release.

 l ESXi support improvements on M4 and specs-based servers for ESXi 6.7 and ESXi6.5 
Update 2 and later builds.

 l Ability to disable peer to peer ICE negotiation.

 l Increase in the maximum size of packet capture to 1GB.

Version 2.7.1
(Release November 2019)

 l Beta support for Yandex browser in WebRTC app

 l Beta support for Chromium-based Microsoft Edge browser in WebRTC app

 l New joining options with no microphone or camera for WebRTC app

Version 2.7.0
(Release August 2019)

 l enhancements to the pane placement feature first introduced in version 2.4

 l performance improvements in content sharing between Lync/Skype for Business clients 
and non-Lync clients (SIP endpoints and Cisco Meeting App users)

 l enforces the use of certificates on database clients and database servers within a 
database cluster

 l utilization statistics added to syslog to aid understanding of Meeting Server utilization

 l ICE tracing added to the Detailed tracing page of the Web Admin Interface

Version 2.6.4
(Release December 2019)

New features/changes summary
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 l Beta support for Chromium-based Microsoft Edge browser in WebRTC app.

Version 2.6.3
(Release October 2019)

 l Beta support for Yandex browser in WebRTC app

 l New joining options with no microphone or camera for WebRTC app

Version 2.6.2
(Release August 2019)

 l Resolved issues only — no feature changes. See section 4.1 Resolved Issues of 2.6.2 
release note for more information.

Version 2.6.1
(Release May 2019)

 l Additional browser support for WebRTC app

 l X-series support (not supported in 2.6.0)

Version 2.6.0
(Release April 2019)

 l Change to PMP Plus license usage and changes to license reporting

 l Support for Skype for Business 2019

 l Ability to move a participant between conferences

 l Increase call capacity on Cisco Meeting Server 2000s within Call Bridge Groups

 l Support for ESXi 6.7 on the Cisco Meeting Server 1000 M5.

 l Two new features to improve serviceability to help Cisco Support in diagnosing Meeting 
Server issues

 l ESXi 5.5 and earlier are no longer supported versions of VMware for Cisco Meeting 
Server.

 l Dual screen endpoints are enabled by default.

 l Support for more video streams over distribution links, first previewed in version 2.3, is still 
a preview feature. 

New features/changes summary
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Note: regarding chat message board: For existing deployments that use chat message boards, 
chat will remain enabled when you upgrade to 2.6. Otherwise, you will need to use the API to 
create a callProfile with parameter messageBoardEnabled set to true.

Version 2.5.4
(Release Sept 2019)

 l Beta support for Yandex browser in WebRTC app

 l New joining options with no microphone or camera for WebRTC app

Version 2.5.3
(Release April 2019)

 l Additional browser support for WebRTC app

Version 2.5.2
(Release March 2019)

 l Additional browser support for WebRTC app

Version 2.5.1
(Release January 2019)

 l Additional browser support for WebRTC app

 l New Media Module Status field in the Web Admin interface

Version 2.5.0
(Release December 2018)

 l Host branding files locally on Meeting Server, rather than using a separate web server

 l Additional browser support for the WebRTC app

 l New features improving serviceability to help Cisco Support in diagnosing Meeting Server 
issues

 l New MMP command that allows specific pre-release features to be switched on and off

 l Support for more video streams over distribution links, first previewed in version 2.3, is still 
a preview feature

New features/changes summary
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Version 2.4.7
(Release June 2019)

No new functionality introduced. Resolved issues only.

Version 2.4.6
(Release April 2019)

 l Additional browser support for WebRTC app

Version 2.4.5
(Release April 2019)

 l Safari on iOS for iPhones now fully supported

Version 2.4.4
(Release March 2019)

 l Additional browser support for WebRTC app

Version 2.4.3
(Release January 2019)

 l Additional browser support for WebRTC app

 l New Media Module Status field in the Web Admin interface

 l WebRTC App support using Safari on iOS.

Version 2.4.2
(Release November 2018)

 l Additional browser support for WebRTC App.

 l Office 365 PSTN Audio support

Version 2.4.1
(Release October 2018)

No new functionality introduced. Resolved issues only.

New features/changes summary
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Version 2.4.0
(Release September 2018)

 l Improved mute and unmute meeting controls for Lync, Skype for Business and O365 
meetings and a visual indicator on SIP endpoints to show when the endpoints have been 
muted/unmuted on the AVMCU server (dual homed and gateway calls).

 l Facility to control which participant appears in which pane on an endpoint connected to the 
Meeting Server

 l Increase in call capacity on the Cisco Meeting Server 2000

 l Load balancing in Expressway deployments            

 l Support for the WebRTC version of the Cisco Meeting App on more web browsers      

 l Uploader tool to simplify uploading Meeting Server recordings to the video content manager, 
Vbrick, from a configured NFS. (Fully released feature from version 2.4.0.)

 l Ability to configure the recording resolution of the Recorder

 l Activation key for unencrypted media

 l Support for notifying "events clients" in real-time, of changes that are occuring on the 
Meeting Server

 l Support for use of DTMF key sequences in clustered Call Bridge deployments

 l Trust stores on the Call Bridge and Web Bridge. The trust stores can hold a certificate 
allowed list for XMPP server verification. In addition the Call Bridge trust store can hold a 
certificate white list of Call Bridges in a cluster, increasing the security of the cluster

 l Support for more video streams over distribution links creating a more consistent video 
experience from remote  single, dual and three screen end point systems. (Still a preview 
feature.)

 l Call diagnostic information  for active calls added to the Meeting Server log bundle (includes 
the syslog and live.json files). 

 l Additional MMP commands            

 l New API functionality

 l New CDR indicates that a conference has been recorded by an endpoint such as a Lync client 
at any given time

 l No longer need to purchase a branding license to apply branding to the WebRTC app login 
page, IVR messages, SIP or Lync call messages or invitation text.

 l From version 2.4, Meeting Server software no longer supports Microsoft Hyper-V.

 l From version 2.4, the Web Bridge correctly validates the XMPP Server’s TLS certificate. If 
WebRTC app users have difficulty logging in after you upgrade the Meeting Server, then 
check that the uploaded XMPP certificate follows the advice in the Certificate Guidelines. 

New features/changes summary
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Specifically, that the SAN field holds the domain name of the XMPP server. Prior to version 
2.4 there were issues in XMPP certificate validation.

Note about incoming calls:   By default incoming calls are not allowed. To allow incoming calls to 
Cisco Meeting App users, set parameter canReceiveCalls=true for API object 
/user/profiles/<user profile id>.

Version 2.3.11
(2.3.0 release December 2017 — 2.3.11 release March 2019)

As 2.3.x release is end of software maintenance, all new features and important information for 
all 2.3.x versions are rolled up into this single list:

 l support introduced for the WebRTC app using Google Chrome version 72 (introduced in 
version 2.3.10).

 l Office 365 PSTN audio support for participants joining an AVMCU conferences (introduced 
in version 2.3.9).

 l improved guest join behavior when web link access is disabled (introduced in version 2.3.3).

 l an improved meeting experience for Lync and Skype for Business participants. The Meeting 
Server sends a high resolution and a low resolution H.264 video  stream per video participant 
to the  AVMCU. These dual streams overcome the poor video quality experienced by 
participants when a Lync client  that can only receive a lower resolution   joins the call.

 l you can choose the behavior of the Call Bridge when connecting SIP participants to Lync 
conferences.

 l support for the new Cisco Meeting Apps, version 1.10, which have an improved, more 
intuitive user interface, including the facility to lock and unlock conferences through the user 
interface, rather than use a DTMF keypad. For more information, see the Cisco Meeting App 
version 1.10 release notes.

 l a new WebRTC app with an improved, more intuitive, user interface in keeping with the  new 
Cisco Meeting Apps, version 1.10. There are also changes to customizing the WebRTC sign 
in.

 l support for load balancing Cisco Meeting App calls to spaces using Call Bridge Goups.

 l you can prevent incoming audio-only calls from creating video streams for outgoing calls to 
a new destination when the Meeting Server acts as a gateway.

 l syslog messages from a Cisco Meeting Server 2000 now indicate which media blade was 
the source of the  error message.

 l support for ESXi 6.5 Update 1 and also ESX 6.0 Update 3 on the Cisco Meeting Server 1000 
and on generic Cisco Meeting Server VM deployments. 

New features/changes summary
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 l support for dual screen endpoints now enabled by default.

 l support for TLS 1.2.             

 l support for more video streams over distribution links creating a more consistent video 
experience from remote  single, dual and three screen end point systems. This is a preview 
feature.

 l an Uploader tool to simplify the work flow for uploading Meeting Server recordings to the 
video content manager, Vbrick, from a configured NFS. This is a preview feature.

 l additional MMP commands.             

 l new API functionality

 l a few miscellaneous improvements

Version 2.2.14
(2.2.0 release May 2017 — 2.2.14 release December 2018)

As 2.2.x release is end of software maintenance, all new features and important information for 
all 2.2.x versions are rolled up into this single list:

 l capability to determine whether to display security icons on endpoints

 l support for Office 365 dual homed experience with OBTP scheduling

 l enhanced support for dual screen endpoints

 l load balancing for outbound calls to SIP endpoints 

 l support for setting the maximum quality levels for main video and content

 l improved DTMF comma handling

 l layout and screen changes to improve user experience , including support for important 
person in main video             

 l more control over UDP signaling for SIP

 l diagnostic tools to help Cisco Support troubleshoot issues

 l additional API objects and parameters to support these new features

 l additional CDR support for new features.

Note about rebranding the background image to the login page for the WebRTC app: From 
Meeting Server 2.1.2 the Meeting Server no longer supports the redesigned Web Bridge 2.0. 
Instead it supports Web Bridge 1.9 which does  support rebranding the background image for 
the login  page to the WebRTC app.

New features/changes summary
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Version 2.1.12
(2.1.0 release December 2016 — 2.1.12 release Sept 2018)

As 2.1.x release is end of software maintenance, all new features and important information for 
all 2.1.x versions are rolled up into this single list:

 l support for Call Bridge Groups and load balancing calls

 l support for ActiveControl

 l support for streaming meetings

 l improved join options for meetings

 l improved meeting experience for Lync and Skype for Business participants

 l support for Cisco Expressway X8.9

 l a few miscellaneous new features

 l additional MMP commands

 l additional API objects and parameters to support these new features

 l additional CDR support for new features

 l some Cisco endpoints no longer supported

Note about incoming calls:  From  Meeting Server version 2.1, there is a change to the way the 
Cisco Meeting App handles incoming calls. By default incoming calls are not allowed. To allow 
incoming calls to Cisco Meeting App users, see the full 2.1.12 release noteTo allow incoming 
calls to Cisco Meeting App users, set parameter canReceiveCalls=true for API object 
/user/profiles/<user profile id>.

Version 2.0.16 
(2.0.0 first release August 2016 — 2.0.16 release August 2017)

As 2.0.x release is end of software maintenance, all new features and important information for 
all 2.0.x versions are rolled up into this single list:

 l support for the Cisco Meeting Server 1000.

 l support for Cisco Multiparty Licensing (personal and shared). 

 l rebranding of the Meeting Server to reflect it is now a Cisco product, this includes a new 
product name, a new Cisco Lobby screen, rebranded Web Admin Interface, new voice 
prompts, modified name label behavior, and new default background images, and Join pane 
for the Web Bridge. 

 l ability to escalate a 2-way call on Cisco Unified Communications Manager (CUCM)  to a 
conference on the Meeting Server via ad hoc call escalation.

New features/changes summary
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 l ability to control the bandwidth for sharing content on Lync and Skype for Business calls.

 l support for TMS to schedule calls on the Meeting Server, see the TMS  release notes for 
further information.

 l addition of a “onePlusN” layout which automatically changes the screen layout on SIP 
endpoints as more participants join the meeting. 

 l ability to set the maximum duration for a call. 

 l ability to restrict audio, video,  and presentation sharing for users of the Cisco Meeting App. 
For example, people just using the Cisco Meeting App for pairing, to share a presentation or 
to control a meeting, do not need media. These restrictions do not apply to  dialing directly 
into the call via SIP, or slaving to a SIP endpoint.                 

 l ability to control non-member access to a space, for example allow or prevent joining via a 
SIP endpoint, and controlling guest access.

 l an increase in supported cores from 64, to accommodate the Cisco Meeting Server 1000. 
To take advantage of this increase in cores, you will also need to upgrade to ESXi 6 and VM 
hardware version 11.

 l ability to monitor the number of active database connections. A new syslog message will be 
generated every minute on each (database-enabled) server reporting the number of 
connections in use on the database master, and its configured maximum number of 
connections (from release 2.0.1). 

 l from 2.0.4, the default configuration of the TURN server has changed. By default, the TURN 
server now listens on port 3478  for TCP communication from the Call Bridge, instead of port 
443 as in previous releases. 

 l additional API objects and parameters to:

 l support Cisco User Licensing

 l control non-member access to a space (known as coSpace in the API)

 l disconnect a call after a set time

 l control whether additional parameters that are present in the destination URI of an 
incoming call, are forwarded to the destination URI of the outbound call

 l select onePlusN screen layout for SIP endpoints

 l restrict audio, video,  and presentation sharing for users of the Cisco Meeting App

 l determine whether a Call Bridge is currently operating with clustering enabled

 l support bulk creation of spaces, for Cisco TelePresence Management Suite and other 
management tools

 l Message board chat is disabled by default from version 2.0 if not used in previous versions. If 
this is a new deployment or your existing version does not use Cisco Meeting Apps or Acano 

New features/changes summary
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clients, and you decide to deploy the Cisco Meeting Apps and want to allow users to use 
chat, then you need to enable chat via the API. This can be done before upgrading to version 
2.0. The setting will then be retained when you upgrade. 

For existing version 1.9 deployments that use message board chat, chat will remain enabled 
when you upgrade to 2.0.

 l The SIP and Lync Call Traversal feature  first introduced in Acano Server release 1.8, is still a 
beta feature in version 2.0.x, and is not intended for a production environment. You are 
encouraged to use Cisco Expressway between remote Lync deployments and the Meeting 
Server, see the Cisco Expressway with Cisco Meeting Server and Microsoft Federation 
deployment guide.

New features/changes summary
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Cisco Legal Information
THE SPECIFICATIONS AND INFORMATION REGARDING THE PRODUCTS IN THIS MANUAL ARE 
SUBJECT TO CHANGE WITHOUT NOTICE. ALL STATEMENTS, INFORMATION, AND 
RECOMMENDATIONS IN THIS MANUAL ARE BELIEVED TO BE ACCURATE BUT ARE 
PRESENTED WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED. USERS MUST TAKE 
FULL RESPONSIBILITY FOR THEIR APPLICATION OF ANY PRODUCTS.

THE SOFTWARE LICENSE AND LIMITED WARRANTY FOR THE ACCOMPANYING PRODUCT 
ARE SET FORTH IN THE INFORMATION PACKET THAT SHIPPED WITH THE PRODUCT AND ARE 
INCORPORATED HEREIN BY THIS REFERENCE. IF YOU ARE UNABLE TO LOCATE THE 
SOFTWARE LICENSE OR LIMITED WARRANTY, CONTACT YOUR CISCO REPRESENTATIVE 
FOR A COPY.

The Cisco implementation of TCP header compression is an adaptation of a program 
developed by the University of California, Berkeley (UCB) as part of UCB’s public domain version 
of the UNIX operating system. All rights reserved. Copyright © 1981, Regents of the University 
of California.

NOTWITHSTANDING ANY OTHER WARRANTY HEREIN, ALL DOCUMENT FILES AND 
SOFTWARE OF THESE SUPPLIERS ARE PROVIDED “AS IS” WITH ALL FAULTS. CISCO AND THE 
ABOVE-NAMED SUPPLIERS DISCLAIM ALL WARRANTIES, EXPRESSED OR IMPLIED, 
INCLUDING, WITHOUT LIMITATION, THOSE OF MERCHANTABILITY, FITNESS FOR A 
PARTICULAR PURPOSE AND NONINFRINGEMENT OR ARISING FROM A COURSE OF DEALING, 
USAGE, OR TRADE PRACTICE.

IN NO EVENT SHALL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, 
CONSEQUENTIAL, OR INCIDENTAL DAMAGES, INCLUDING, WITHOUT LIMITATION, LOST 
PROFITS OR LOSS OR DAMAGE TO DATA ARISING OUT OF THE USE OR INABILITY TO USE 
THIS MANUAL, EVEN IF CISCO OR ITS SUPPLIERS HAVE BEEN ADVISED OF THE POSSIBILITY 
OF SUCH DAMAGES.

Any Internet Protocol (IP) addresses and phone numbers used in this document are not intended 
to be actual addresses and phone numbers. Any examples, command display output, network 
topology diagrams, and other figures included in the document are shown for illustrative 
purposes only. Any use of actual IP addresses or phone numbers in illustrative content is 
unintentional and coincidental.

All printed copies and duplicate soft copies of this document are considered uncontrolled. See 
the current online version for the latest version.

Cisco has more than 200 offices worldwide. Addresses and phone numbers are listed on the 
Cisco website at www.cisco.com/go/offices.

© 2019-2020 Cisco Systems, Inc. All rights reserved.

Cisco Legal Information
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Cisco Trademark
Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates 
in the U.S. and other countries. To view a list of Cisco trademarks, go to this URL: 
www.cisco.com/go/trademarks. Third-party trademarks mentioned are the property of their 
respective owners. The use of the word partner does not imply a partnership relationship 
between Cisco and any other company. (1721R)
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