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Cisco Identity Services Engine (ISE) Plan, 
Design, and Implement Services
Achieve secure network access control and policy enforcement with Cisco’s expert guidance

Benefits
• Lower risk by ensuring ISE is expertly 

planned, designed, and implemented in 
alignment with your unique network.

• Accelerate time to value by simplifying
the entire process with Cisco® Advanced 
Services Solutions that get you up-and-
running accurately and quickly.

• Mitigate expensive, time-consuming, and 
intrusive rework later on via early and correct 
planning and design development.

• Get comprehensive support from Cisco 
experts to align ISE with your strategic goals 
and future-proof your deployment.

• Reduce risks and problems via
efficient, proven methods.

• Enhance business resiliency and productivity 
with professional help to quickly integrate ISE 
into your environment.

• Minimize downtime and readily take 
advantage of ISE capabilities.



Solution components
Take advantage of an extensive array of options to get the right ISE solution for your 
enterprise, including:

• Strategy – We support customers with sophisticated requirements that want to self-implement. 
You’ll get expert strategy and analysis support to map out your deployment.

• Solution requirements development – We work across your organization to identify your 
requirements, including gap analysis to determine where to focus resources.

• Architecture designs – We work with you to document designs that match your requirements. 
Designs may include technical objectives, network and security topology and architecture, ISE 
services and network access types, implementation procedures, and integration details.

• Implementation execution – We perform tasks and procedures based on your ISE configuration 
requirements. This can include implementation for endpoints and access ports, tuning
and stabilization of the ISE production environment, and remediation, if warranted.

• Post-implementation support – We provide consultative support and guidance on
activities related to rollout of the complete ISE solution in your network.

• Test services and support – Our experts draft a plan for testing based on your requirements
and design documents, and it may include procedures, pass/fail criteria, problem identification 
and recommended resolution, and more. We also conduct test execution to prove the solution 
is safe to move into production and will meet your requirements.

• Knowledge transfer – We deliver knowledge transfer to your team related to the
ISE solution and technologies deployed in your production environment.

Accelerate highly secure network access control
To learn more, visit:

• Cisco Advanced Services at: https://www.cisco.com/c/m/en_us/
customer-experience/advanced-services.html

• Cisco Security Services at: https://www.cisco.com/c/m/en_us/
customer-experience/architectures/security.html

You can also contact your Cisco sales representative or Cisco authorized partner for assistance.

At a glance
Cisco External

Cisco ISE Plan, Design, 
and Implement Services
Cisco CX offers Advanced Services Solutions 
to get your ISE technologies planned, designed, 
implemented, and ready to go—quickly and 
securely. 

Our ISE Plan, Design, and Implement 
Services help you free up resources to 
focus on your core business. We provide 
expert assistance with solution requirements 
planning, designing, testing, and 
implementation plan development, as well as 
installing, configuring, and integrating your ISE 
solution.

Interactive interviews ensure your ISE solution 
is aligned with your security, IT, and business 
goals. We collaborate with you to understand 
how to design ISE so that it seamlessly 
integrates with your existing network design. 
Get the most from your current resources and 
existing investments, and get it done right the 
first time to accelerate your ROI.

And our expert knowledge transfer gives you 
the confidence and foundation to manage ISE 
successfully after it’s installed.
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